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Zero Trust Application Access Release Notes

This document is the release notes for InstaSafe Zero Trust Application Access (ZTAA) features to
be released on 09th January 2026. This document contains information on enhancements to
Console and Unified Gateway which include feature enhancements and bug fixes.

General Notes

1. Minor modifications and bug fixes not significantly affecting the user experience are not a part of
the release notes.

Major Enhancements

- Display Associated Policies: Error notifications during application
deletion now show all linked policies, helping admins quickly
identify and resolve dependencies.

- Azure Profile Token Alerts: Added the ability to configure alerts
to specific email addresses when the Azure profile refresh token
expires, ensuring timely action and uninterrupted access.

Console - Bulk Local User Creation: Added support for creating multiple
local users via CSV/Excel upload, improving onboarding speed and
reducing manual effort.

- Device List Loading Fix: Resolved an issue where the device list in
Perimeter Management failed to load.

- Log Truncation Fix: VPN logs are now fully forwarded to SIEM
without data loss.



’@)InstaSata

Cloud. Secure. Instant,

Unified - Gateway Auto Update: Enabled seamless auto updates for
Gateway Unified Gateways.

Feedback For any feature request or feedback regarding current product please mail us at:
InstaSafe Support

Technical Support For any support related issues kindly mail us at: - Support@instasafe.com.
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