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Zero Trust Application Access Release Notes

This document is the release notes for InstaSafe Zero Trust Application Access (ZTAA) features to
be released on 11th October 2025. This document contains information on enhancements to
Console which include feature enhancements and bugs resolved.

General Notes

1. Minor modifications and bug fixes not significantly affecting the user experience are not a
part of the release notes.

Major Enhancements

- Tenant Creation: Auth V2 is now the default authentication
mechanism. The outdated Auth V1 option has been removed
from the admin console.

Console - User Account Management: Re-enabling a disabled user account
now resets authentication counters/flags (OTP, password, reset
link attempts) to default values.

- Ul Enhancements: Multiple refinements made to the Admin
Console Ul for improved usability, consistency, and error handling.

- Security: General improvements made to strengthen system
stability and reduce potential attack surface.
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Bug Fixes
1 Improved audit logging for security question authentication.
2 Corrected LDAP group mapping when Group Attribute is missing.
3 Strengthened policy expiry handling to prevent re-enabling expired policies.
4 Ensured application sessions terminate properly after user logout.
5 Resolved issue where the ZTNA Client Ul was not invoked properly after
credential entry, leading to repeated login prompts.
6 Fixed an issue where Device Host Names were missing in exported User

Devices reports, ensuring more consistent and accurate reporting.

Feedback For any feature request or feedback regarding current product please mail us at:
InstaSafe Support

Technical Support For any support related issues kindly mail us at: - Support@instasafe.com.
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